
Co-Managed Detection and 
response  

A threat detection platform with SIEM & SOC, built for MSPs 

 

Get Started with ConnectWise SIEM Today >> 
Contact Arrow to learn more about ConnectWise SIEM: 303-824-4000 / ETGSales@arrow.com 
 

 To Speak to a ConnectWise Representative, Call 800.671.6898 
 

ConnectWise SIEM, is a co-managed Threat Detection and Response platform. SIEM 
detects, while our Security Operations Center (SOC) responds.  

 

 
“Perception is reality. This tool helps me sleep at night”- Rob 

Wilkinson, VP, Service Delivery at Apex IT Group   
 

  Multi-tenant threat detection that 
covers YOU as well as your clients  

 Easy set-up; works with your 
existing security stack 

Your customers aren’t the only ones under attack by 
cyber criminals; stories of attacks and breaches of MSPs 
are common news. This not only makes you vulnerable 
but allows access to your clients through your network. 
Protect your house with Perch, then protect your 
clients. 

After an easy one-hour installation and setup, your 
network will be monitored by certified analysts. Perch 
offers a view of raw indicators of compromise so your 
team can participate; or use it as a window to watch our 
SOC do the dirty work. Perch works with all of your 
existing endpoint protection and other security 
products - no need to buy any additional solutions or 
change what you’re already using. 

 Advanced security without the 
advanced price tag  

 Managed detection with data 
transparency  

Adding an advanced service offering is daunting—
staffing is potentially a massive investment. Leveraging 
the ConnectWise SOC means you can add staff (and 
expertise) without adding headcount. We partner with 

you, handling threat detection and monitoring. 

SIEM is Threat Detection and Response platform: 
intrusion detection (IDS), threat intelligence 
management (TIP), and event logging with next-gen 
SIEM. Multitenancy allows you to manage clients, while 
the ConnectWise SOC escalates identified threats to you 
for remediation 

  

  



Affordable, holistic threat 
detection built for MSPs 

 
 

 

 

 

 

Contact Arrow to learn more about ConnectWise SIEM: 303-824-4000 / ETGSales@arrow.com 

Get Started with ConnectWise SIEM Today >> 

 

Co-managed threat detection and response you can afford to deploy…anywhere 

   

Multi-Tenancy 

CW SIEM is built with multi-tenancy 
at its core. Manage alerts for as 
many linesof-business or clients as 
you like. 

Threat Hunting 

Take advantage of our included tier-
1 alert support, reducing noise and 
alerting you of only real threats. 
Already have threat intelligence 
analysts on your payroll? While the 
ConnectWise SOC works through 
alerts, your analysts can also 
investigate alerts, analyze network 
traffic and logs, and drill down into 
data details. 

Log Ingestion 

You can ingest logs from syslog and 
Windows Event Logs and retain 
them to meet compliance 
requirements. SIEM also generates 
alerts to highlight notable log 
events based on log data and 
enhance reporting and 
visualizations; and it gives our SOC 
extra insight into your endpoints 
and network traffic data. 

   

Intel Agnosticism 

SIEM connects to and consumes the 
best sources of threat intel for your 
business, free and paid.  Share 
reported threats with others in your 
community. When someone sees a 
threat, you see it too, giving you the 
“bird’s eye view” of how threats are 
moving, and what attacks you 

should be prepared for. 

Threat 
Management 

SIEM’s interface lets you enter and 
manage your own threat indicators, 
sharing them with your community 
if you wish. You can even build your 
own threat intelligence repository 
with SIEM, at a fraction of the 
traditional Threat Intelligence 
Platform price tag.  

Reporting 

Easily access the big-picture 
information you need when you 
need it. Build your own 
visualizations and add them to 
custom dashboards or use pre-built 
reports such as PCI DSS or HIPAA 
compliance, Windows logs, or 

Office 365 to name a few. 


